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MISANTHROPE: A PRIVACY PRESERVING KEYPOINT DETECTOR
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Modern inversion networks can reconstruct
images from sparse set of keypoints and
descriptors. Inversion attacks pose a threat to
the privacy of any system in which image
features leave the user device, such as in
distributed robotics, visual localization and many
others.
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Keypoint detection on people: Misanthrope can effectively reduce the
percentage of keypoints detected on people. Even in failure cases it avoids
detecting keypoints on faces, showcasing misanthrope learned a robust concept
of personhood

IMC2021 Phototurism: Misanthrope all other models we tested in the
phototourism test set from the IMC2021 in seven out of nine scenes. It does
underperform only in the Lincoln memorial and Mount Rushmore scenes where
it does not detect keypoints on the statue mistaking them for people
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